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This article explores the local security governance in the city of Bergen, and it 
thus highlights what characterizes security governance within a Norwegian 
context. The burgeoning policing literature suggests that we live in a pluralized 
and networked society – ideas of cooperation have thus been perceived as 
important features for the effectiveness in security governance. Cooperative 
relations between public and private actors are the main focus of this article and 
such arrangements are empirically explored in the city of Bergen. These 
relations are explored on the basis of the theoretical framework state anchored 
pluralism and nodal governance. The key finding is that there seems to be an 
unfulfilled potential in the security governance in Bergen. The public police 
have difficulties with cooperating with and exploiting the potential possessed 
by the private security industry. It is suggested that these difficulties are related 
to a mentality problem within the police institution, derived from nodal 
governance, that is, the police are influenced by a punishment mentality and 
view themselves as the only possible actor which can and should maintain the 
security.

Keywords
security governance, pluralization, cooperation and partnership, public 
police, private security, Norway

INTRODUCTION1

Since the mid-twentieth century, the field of security governance has been 
characterized by changes and transformations. Once the monopoly of the state, 
the governance of security around the world is now characterized by plurality 
(Crawford, Lister, Blackburn, & Burnett, 2005; Johnston & Shearing, 2003). 
State and non-state, commercial and non-commercial actors operate alongside 
each other in the production and delivery of security. This has led policing 
scholars to speak about network and partnerships (Dupont, 2004; 2006a; 
Dupont & Wood, 2007; Fleming & Rhodes, 2005) between actors in order to 
enhance efficiency in the security governance. Internationally, the polycentric 
and networked security governance has in recent years received a substantial 
amount of scholarly attention. Thus, a range of national contexts have been 
explored and examined empirically (e.g. Australia, South Africa, the Nether-
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lands, and Britain), which has resulted in important knowledge about different 
systems of security governance (see for instance Dupont, 2006b; Froestad, 
2013; Marks & Goldsmith, 2006; van Steden, Wood, Shearing, & Boutellier, 
2013; Wakefield, 2003). The Norwegian context of pluralized security govern-
ance, however, has not received as much empirical attention as the interna-
tional sphere (see Larsson & Gundhus, 2007; Lomell, 2007; Myhrer, 2011 for 
some notable exceptions). But these studies do not examine polycentric and 
networked security governance in detail. Accordingly, it can be argued that 
there is a need for more empirical studies of the Norwegian context. One of the 
main purposes of this article is therefore to contribute with an empirical anal-
ysis which enhances the understanding of security governance within this con-
text.

In this article, I examine the governance of security in Norway, and the ques-
tion I address is what characterizes security governance in this Norwegian con-
text? In order to highlight the question I have conducted a case study of local 
security governance in the city of Bergen. The first section is concerned with 
the contextual and theoretical foundation of the article. The focus is on a brief 
description of the development of the pluralized security governance, and the 
concepts of nodal governance and state anchored pluralism are elaborated. 
This is followed by methodological consideration in relation to the case study. 
In the main part of the article, the attention is turned towards the empirical 
investigation of Norwegian security governance. I have made a descriptive 
account in which my emphasis is at the business of different actors involved in 
the production and delivery of security in Bergen. One guiding question within 
this part has been; how do the public and the private actors work with security 
in relation to crime? This examination is then followed by an assessment of the 
collaboration and establishment of partnerships between state and non-state 
actors. 

CHANGES IN SECURITY GOVERNANCE – FROM A DREAM OF 
STATE MONOPOLY TO PLURALIZATION

Security governance consists of two distinct concepts, security and govern-
ance. These two concepts will in the following be shortly elaborated. Within 
the field of criminology the distinction between objective and subjective secu-
rity is highlighted as significant (Aas, Strype, Bjørgo, & Runhovde, 2010; 
Egge, Berg, & Johansen, 2010; Johnston & Shearing, 2003; Zedner, 2003, 
2009). The distinction thus serves as the point of departure in this article. 
Therefore, when I speak about security, it refers to the objective state of being 
without, or being protected against threats, and it is used to describe the sub-
jective state of freedom from anxiety derived from threats. Furthermore, it is 
crime that is considered to be the threat against security; that is what Baker 
(2010) consider to be «personal or citizen security». It is emphasized that the 
subjective condition of security is as important to most of us as any objective 
state of security (Johnston & Shearing, 2003). Thus, in order to effectively 
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govern security, measures must both meet the subjective perception as well as 
the objective threats to security. The second concept, governance, is under-
stood rather broadly as the «intentional activities designed to shape the flow of 
events» (Wood & Shearing, 2007, p. 6). Put together, security governance 
refers to «programmes for promoting peace in the face of threats (either real-
ized or anticipated) that arise from collective life rather than from non-human 
sources such as the weather or threats from other species.» (Johnston & 
Shearing, 2003, p. 9).

During the last decades, one can identify significant changes and transforma-
tions concerning all spheres of governance (Burris, Kempa, & Shearing, 2008; 
Kersbergen & Waarden, 2004), as traditional mechanisms of governance have 
been challenged and new arrangements have emerged. In the context of 
security governance, which is the task of this article, profound changes have 
also occurred. Within traditionally conceptions of governance – e.g. the Hob-
besian ideal – governance was perceived as the prerogative of the state 
(government) (Burris, 2004), and it was seen as a top-down affair. According 
to Wood and Shearing (2007, p. 8) this concept of governance can be charac-
terized as state-centered involving the paradigm of «governance through 
force». Therefore, within this Hobbesian understanding the dream of the state 
was to effectively monopolize the field of security governance (Bayley & She-
aring, 1996; Shearing, 2008; Shearing & Marks, 2011). Furthermore, it was the 
use of legitimate force to establish and maintain order that was sought mono-
polized. Weber (1946) followed up Hobbes’ line of thought when he defined 
states in terms of a legitimate monopoly over use of physical force to impose 
social order within its spatial boundaries. What is important to note here is that 
this monopoly has been vested – at least in terms of internal threats to security 
– within the police institution. The establishment of the London Metropolitan 
Police or the «new police» in 1829 by Sir Robert Peel is often viewed as a cru-
cial step towards the realization of this state monopoly over security gover-
nance. Throughout the years since the inception of the new police it is argued 
that the police have done very well in realizing their dream. Indeed, so well 
that policing/security governance became synonymous with what police did. 
Shearing (2008), for instance, borrows Nils Christie’s phrase when he descri-
bes how well the police have done; the police now «owned» policing. Thus, 
security provision from the nineteenth and through the second quarter of the 
twentieth century was successfully monopolized by the police, inspired by a 
Hobbesian ideal of state sovereignty (Froestad, 2013; Wood & Shearing, 
2007). 

This view, however, has been challenged. One can no longer conceive of the 
state and their police as the monopolist of security governance. Now, in most 
modern societies, a whole range of non-state actors has undertaken the tasks of 
governance. Thus, state and non-state, commercial and non-commercial actors 
operate alongside each other in the production and delivery of security. Bayley 
and Shearing (2001) argue that those who authorize policing (auspices) and 
those who are conducting policing (providers) are now being separated from 
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each other. And more importantly, both of these functions have increasingly 
been taking place away from the governmental domain. This, however, is not 
to say that states no longer are important actors of governance, as Shearing and 
Wood (2003, p. 405) point out, «at certain times and places state governments 
are empirically significant and powerful». Rather, it is suggested that the 
Hobbesian idea of a state sovereignty can no longer be perceived as true (see 
Foucault, 1990; Rhodes, 1997; Wood & Shearing, 2007). Loader (2000) put 
forth a similar point when he notes that the changes can be characterized as a 
shift from the police to policing. As a result of the restructuring within the 
security field, one can argue that the world of security governance is now being 
viewed and characterized as polycentric and fluid (Bayley & Shearing, 1996, 
2001; Crawford et al., 2005; Johnston & Shearing, 2003; McGinnis, 1999; 
Wood & Dupont, 2006b), consisting of multiple actors operating alongside 
each other under the operations of governance. 

Regarding the pluralization one important question arises; what can explain 
the expansion of the policing sphere? Within the policing literature, a range of 
possible answers has been highlighted. Jones and Newburn (1998), for 
instance, emphasize two sets of explanations; fiscal constraint theory and 
structuralist theory. The first is related to the assumption that the state has lim-
ited resources at its disposal, thus the police are experiencing fiscal restrictions 
leading to an increase in other policing actors. A further refinement of this 
argument can be linked to neo-liberal thoughts, that is, a number of govern-
mental functions are being outsourced to non-state actors (Johnston, 2006; 
Johnston & Shearing, 2003). In terms of policing, neo-liberal thoughts have 
led to an outsourcing of some peripheral security tasks to non-state actors, and 
at the same time core functions have remained with the public police. The 
structuralist explanation is fully elaborated by Shearing and Stenning (1981) 
and their argument is concerned with the establishment of «mass private prop-
erty». They argue that when one see changes or shifts in property relationships 
towards the notion of mass private property, one also finds a shift in the polic-
ing arrangement – from public to private policing. Myhrer (2011) points to 
another cause; he argues that the need or demand for security provision 
(mainly private provision) has been greater than the modern police have been 
able and willing to offer. These explanations of the pluralization seem all to be 
plausible. However, I would argue that the pluralization cannot be explained 
by one factor alone; it is rather a combination of factors that have led to the 
expansion of security governance. 

As a consequence of the transformations within the policing realm, it is argued 
that one can identify a decoupling of the police and the state, and more impor-
tantly, questions concerning the implications of such a progressive decoupling 
have been raised (Loader & Walker, 2001). During the nineteenth and part of 
the twentieth centuries, policing was pursued in the name of a collective or 
public interest. Accordingly, the development of the modern police was influ-
enced by a principle of publicness. The expansion of the security provision, 
however, may have challenged this view of policing as a public good. Loader 
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and Walker (2001, 2006, 2007), however, have been occupied with this ques-
tion throughout a series of works, and they argue that a positive connection 
between policing and the state can be formulated under contemporary condi-
tions, and their argument is related to the publicness of the good of security. 
Their argument will be further elaborated below. Another aspect of the decou-
pling is related to how one frames the relationship between the state and the 
police and between state and non-state actors. It is argued that the relationships 
should be viewed as an open empirical question, rather than one that is decided 
a priori. Thus, by framing this empirical approach, one is open to the idea that 
important policing actors can arise from all spheres. Furthermore, it becomes 
possible to conduct a comprehensive (empirical) mapping of actors involved 
in the security governance.

NODAL GOVERNANCE AND STATE ANCHORED PLURALISM

The changing patterns of security provision have led scholars to characterize 
this provision in many western societies as increasingly complex (see John-
ston & Shearing, 2003). In addition, one can identify an ongoing theoretical 
and normative debate between policing scholars about how to govern security 
in a mixed market of public and private provision. It seems that most scholars 
agree that pluralism is a general trend (Wood & Dupont, 2006a). But what dif-
fers is the ways in which they explain and describe this plurality. Hence, dif-
ferent theoretical frameworks for capturing the conditions for effective and 
democratic security governance in pluralized and networked societies are pre-
sented. 

Shearing and colleagues present a «nodal governance» approach as a way of 
capturing the plurality (Burris, 2004; Burris, Drahos, & Shearing, 2005; 
Johnston & Shearing, 2003; Shearing, 2006; Shearing & Wood, 2003; Wood 
& Dupont, 2006b; Wood & Shearing, 2007). Nodal governance scholars 
argue that one must move away from a state-centered view in order to better 
understand the pluralized security governance. Thus, within a nodal perspec-
tive, no set of actors is given conceptual priority (Johnston & Shearing, 2003). 
This means that the exact composition and contribution of different nodes or 
actors should be an empirically open question and not decided a priori. The 
nodal approach places emphasis on the relationships and linkages between 
nodes. Networks are, as such, of central importance to the approach. Castells 
(1998, p. 332) argues that «A network, by definition, has nodes, not a centre». 
Scholars of nodal governance use this definition of network to focus on the 
nodes themselves in order to enrich the network theory; «nodal governance is 
intended to enrich network theory by focusing attention on and bringing more 
clarity to the internal characteristics of nodes (…).» (Burris, 2004, p. 341). 
Hence, the approach places its emphasis on the characteristics of nodes rather 
than on the networks themselves. In the nodal perspective, a node is con-
ceived as «a site of governance exhibiting four essential characteristics» 
(Burris, 2004, p. 341). First, a mentality refers to a mental framework that 
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shapes the ways we think about the world and the way we decide to act. In 
terms of the nodal approach a mentality, then, refers to the ways of thinking 
about the matters and issues that the node has emerged to govern (Burris et 
al., 2005). Within the security literature, two particular mentalities are high-
lighted as important – a punishment mentality and a risk mentality (Johnston 
and Shearing 2003). The first is concerned with reactive strategies based on 
punishment, reaction and retribution in relation to the wrongdoing (crime), 
and is connected to the criminal justice system. The latter one, Johnston and 
Shearing (2003, p. 16, see also Shearing, 2001; Shearing & Johnston, 2005) 
argue, is connected to proactive strategies based on a chain of risk, anticipa-
tion, and prevention. This risk-based mentality is oriented towards the pre-
vention of problems in the future. Central elements in this future-focused 
logic are instrumental calculations and techniques intended to reduce crime, 
danger and risk. In addition, emphasis is placed on the sources of opportunity 
for the crime to happen rather than on the wrongdoing itself. Second, technol-
ogies refer to the set of methods used for exerting influence over the course 
of events. Third, the implementation of technologies depends in large part 
upon nodes resources. Hence, resources will affect nodes capacity to exert 
influence over the course of events. And fourth, a node needs an institutional 
structure that enables the directed mobilization of resources, mentalities and 
technologies over time (Burris, 2004; Burris et al., 2005). Since not all nodes 
are created equal, nodes will therefore vary in their accessibility and their 
efficacy. 

Another position on how to govern security in a world of public and private 
provision is introduced by Loader and Walker (2006, 2007). Loader and 
Walker’s position is based upon an idea of security as a «thick public good». 
Policing has long been characterized as a public good and the ideal has been 
that there should be universal equity in distribution and provision of this good, 
that is, security is equally available to all. As highlighted above, changes in the 
security governance may have challenge this notion of security as a public 
good. Still, Loader and Walker argue for an understanding of security as a 
public good. Their argument can be summed up in three dimensions. First, the 
instrumental dimension of security is concerned with «the sense in which 
security is seen as prerequisite to the effective liberty of individuals, which in 
turn is seen as prerequisite to the «good life», however conceived.» (Loader & 
Walker, 2006, p. 184). This means that security is perceived as a foundational 
element in the realization of freedom. However, the dimension is situated at the 
thinnest level. In order to perceive security as a «thick» public good, Loader 
and Walker argue that one has to move to a thicker level. The second dimen-
sion, called the social, is concerned with the notion that security of one indivi-
dual depends in some distinct manner upon the security of others. Thus, 
Loader and Walker (2007, p. 161) suggest «That there is a tendency for the 
quality of security, (…), to be enhanced in the case of any particular individual 
when the security of those with whom that individual shares a social environ-
ment is also reasonably attended to». And more importantly, a system of 
public provision to guarantee this is considered to be one possible solution. 
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At the thickest level one find the third, called the constitutive dimension of 
security. What Loader and Walker (2007, p. 162) are concerned with here is 
how security as a social good «is implicated in the very process of constituting 
the ‘social’ or the ‘public’». Thus, Loader and Walker (2007) argue that it is 
only when appreciating these dimensions of security one is capable of under-
standing the state’s implication in the production of security. Furthermore, they 
argue that security conceived as a «thick public good» is attainable only if one 
is able or willing to departure from an a priori state skepticism. In order for 
collective security to become possible and to be perceived as a public good, the 
state must be perceived as the main anchor in its provision. Hence, Loader and 
Walker introduce the concept of state-anchored pluralism, «The state (…) 
should remain the anchor of collective security provision, but there should be 
as much pluralism as possible both, internally, (…), and externally.» (Loader 
& Walker, 2007, p. 193). In terms of external pluralism, Loader and Walker 
argue, one has to recognize the appropriate place of other sites of cultural and 
regulatory production above, below and otherwise beyond the state. In this 
dimension the role of the state, they argue, should be as a meta-regulator. 
Marks and Goldsmith (2006) follow a similar line of thought as they maintain 
that the state must strengthen and reaffirm its primacy in the provision of 
security. Marks and Goldsmith’s argument is based upon the need to improve 
security for those citizens who are socio-economically disadvantaged and who 
reside in communities where the informal social control is weak. In their view 
the state is best placed in terms of capacity, legitimacy and effectiveness to pro-
vide equitable policing services for everyone. Thus, Marks and Goldsmith 
agree with Loader and Walker upon the idea that state should assert itself as 
the anchor of collective security provision, though at the same time be open to 
as much pluralism as possible. 

There are clearly some differences between the «nodal approach» and the 
«state anchored pluralism». Nevertheless, both positions – though in different 
manners – accept the concept of pluralism in security governance. However, 
one can argue that some scholars are more concerned with the anchor than they 
are with pluralism and vice versa. According to Dupont and Wood (2006), 
anchoring comes in many forms. Their view is based on an idea that national 
context is a decisive factor for the anchoring project. In the context of Argen-
tina, for instance, the anchoring project is a focus for human rights NGOs rat-
her than state institutions (Wood & Font, 2004). But in contexts where states 
are viewed as «strong» – such as the Norwegian context this article interroga-
tes – the anchoring project may differ, and more emphasis is often placed on 
the anchoring within the state.

The theoretical framework that has inspired this article – and thus serves as a 
point of departure – is the concept of state-anchored pluralism. Regarding this 
approach, it is important to highlight that there seems to be a lack of empirical 
analyses which examine the conditions for how such a system would function 
as a good output-producing system in different contexts. This lack of empirical 
examination gives rise to an important question; what are the conditions of 
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state-anchored pluralism? As viewed above, the objective of Loader and 
Walker is primarily to defend the concept of state-anchored pluralism rather 
than to explore the conditions empirically. Hence, this article seeks to make an 
empirical contribution to the theoretical framework of state-anchored plural-
ism. However, elements from Shearing and colleagues’ framework are also of 
great relevance to the empirical analysis conducted here, in particular the 
notion of underlying mentalities found in the different actors. 

METHODOLOGY

The empirical analysis is based on a case study of the local security governance 
in the city of Bergen, Norway. The data collection builds on a combination of 
qualitative and quantitative methods. Further, the study was designed to iden-
tify important agencies involved in the production of security in Bergen and to 
map the relationships between them. In this study, the main sources of data 
have been derived from qualitative interviews and a survey, but documental 
analysis has functioned as a complement. In the period from September 2013 
to February 2014, 14 interviews were conducted with key respondents belong-
ing to 6 different organizations involved in the governance of security in the 
city center of Bergen. Interviews were conducted with representatives of state 
and non-state organization, and commercial as well as non-profit organiza-
tions. Some of these organizations had security as their primary concern – such 
as the police and private security companies – whilst others saw security as one 
concern among many others. All of the organizations, however, had experi-
ences and knowledge that informed the research question. Interviews were 
semi-structured following a general interview guide; however, questions were 
tailored to the specific interviewee. In addition, follow-up questions on themes 
that emerged in the course of the interviews were also present. Interviews 
lasted from 30 minutes to 1.5 hours. During the interviews, a range of themes 
were covered, such as the specific involvement in the production and delivery 
of security (e.g. what activities are you intended to maintain, how do you go 
about these activities); perception of security issues in Bergen and how to 
solve them; and cooperation and relationships with other actors. Thus, the 
interviews generated a great deal of data about how the different actors worked 
with and thought about crime and security. The interviews also revealed much 
about the collaboration these actors were involved in. One guiding principle 
for the analysis of interview data was derived from the nodal governance 
approach, that is, the four characteristics depicted above were used in order to 
structure the data. 

During the same period as the interviews, a questionnaire (survey) was sent 
out to 32 organizations in order to capture ties or partnerships which these 
organizations maintained. The data on the security network in this article is 
derived from this survey. These 32 organizations had in common that their 
main task or part of their main task was the production and/or delivery of 
security for the benefits of individuals or other organizations in the munici-
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pality of Bergen. Relevant entities were identified through membership lists 
of professional security associations, the registration data of the police who 
regulate the security industry, internet searches, and snowball sampling 
during the qualitative interviews. Thus, an exhaustive list of actors involved 
in the governance of security in Bergen was produced. Representatives were 
asked to name organizations with which partnerships – both formal and infor-
mal – had been maintained over the past twelve months. The methodological 
framework for mapping the security network draws inspiration from Dupont’s 
(2006a) considerations on how to map and model complex organizational 
sets. These two methods of data collection – interviews and survey – were 
complemented with a documental analysis. During the data collection, docu-
ments from different sources were collected, such as governmental docu-
ments, internal documents from organizations, and newspapers. The various 
methods used in the study served different purposes, but altogether they ena-
bled a comprehensive assessment of the security governance in Bergen and 
the actors involved.

THE MUNICIPALITY AND THE PUBLIC POLICE 
– GUARANTORS OF PUBLIC SECURITY

In the framework of state-anchored pluralism elaborated above, it is expected 
that the state undertake the role as a guarantor of public goods, and in particular, 
public security. It can be argued that this idea is based on values derived from 
the rule of law, where the police and criminal justice system are seen as impor-
tant institutions for citizens’ overall safety. In many parts of the world, however, 
it is not necessarily clear that the state and the public police undertake such a 
role – as guarantors of public goods. The reason can be ascribed to the constant 
threat of corruption and exploitation of public office – which is a feature of gov-
ernance in a range of countries across the globe. Corruption, it is argued, may 
undermine good governance and the rule of law, and thus poses threats to the 
principles of democracy and justice (Graycar & Sidebottom, 2012). In addition, 
it has been argued above that the relationship between the police and state 
should be framed as an empirical question. Thus, it is of importance to examine 
how the municipality of Bergen and the public police perceive their role in soci-
ety and in particular their role concerning crime and security. 

In 2005, through the publication of «police in the local community», the Nati-
onal Police Directorate (POD) promoted a division of work in which the public 
police would deal with the symptoms of crime, while the underlying causes 
would primarily be solved by other governmental agencies, particularly muni-
cipal agencies. This means that all municipalities in Norway are perceived to 
be important actors concerning the work with crime and security. As a conse-
quence of this role, the municipality of Bergen has a stated objective that the 
city of Bergen should be a secure and safe city consisting of secure urban spa-
ces for all its inhabitants (Bergen kommune, 2012). According to respondents 
affiliated to the municipality, this objective is sought to be achieved partly 
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through a range of services that is directed towards children and adolescents 
with the aim of preventing crime within these groups (Respondent 12). One of 
the most important measures concerning the preventive actions directed to the 
youths is the program named Coordination of Local Drug and Crime Preven-
tion (SLT). According to some of the respondents (1 and 12) the aim of the SLT 
is that when different actors meet on a regularly basis to exchange experiences 
and knowledge and to coordinate initiatives and responsibilities, it will result 
in a more effective crime prevention. However, SLT in Bergen is limited to 
public actors only. Another area where the local authority of Bergen has the 
opportunity to affect security is through its city planning and design of physi-
cal spaces. There is an assumption that thefts, violence and other vandalism 
occur where the physical spaces create blind spots in which there are few 
opportunities for insight and control (Aas et al., 2010). The consequences of 
this are seen through the Planning and Building Act of 2009 in which the muni-
cipality is required to take into account crime prevention when they handle 
planning and building applications. Thus, the municipality of Bergen may 
through thoughtful planning of the urban physical spaces affect how its citi-
zens perceive security. The open drug scenes in Bergen are one particularly 
area where the municipality has started to work with the improvement of the 
physical space in order to reduce crime (mostly drug-related crime) and 
enhance security. Part of Nygårdsparken,2 for instance, was in 2014 closed to 
be upgraded and a range of actions is now being implemented (e.g. new ligh-
ting, increased visibility) which will make the park a safer place. In both these 
cases – SLT and city planning/design – inter-agency cooperation is an impor-
tant feature which will be explored further below. Furthermore, it can be 
argued that the preventive strategies of the municipality build on two different 
mentalities – SLT is based on person-oriented prevention, while the urban 
planning is oriented towards situational crime prevention (Clarke & Mayhew, 
1980; Lie, 2011).

In Norway, police services and activities are regulated by the Police Act (Lov 
om politiet). The main goal and responsibility is derived from the Police Act 
1; «The police shall through preventive, enforcing and helping activities con-
tribute to society’s overall effort to promote and consolidate the citizens’ secu-
rity under the law, safety and welfare in general». This implies that the Nor-
wegian police, in general, play an important role in the society, and that the 
police have an overall responsibility for providing security to the citizens. The 
main objective of the Norwegian police is further specified in the White Paper 
no. 42 Police role and tasks (2004 – 2005). Here, it is stated that the police 
objective is to contribute to increased safety and security within the local com-
munity. According to Aas et al. (2010), the police is the one institution in Nor-
way which is most explicitly held responsible for general security in the soci-
ety. Accordingly, the Norwegian police are both by law and politics ascribed a 
role with a particular responsibility – a guarantor – for the maintenance of pub-

2. During the last 20 years, Nygårdsparken has been the largest open drug scene in Bergen and 
one has seen a rapidly increase of narcotics offences in the park the last couple of years. 
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lic security. This is a role that has important consequences for the practices of 
local police services in Bergen.

When examining the case of the local police in Bergen, one can see that the 
described objective reflects the core tasks which the police are expected to 
maintain. One of the respondents, for example, states that their main task is 
«to maintain law and order, to create a sense of security, to prosecute criminal 
offences, but also to prevent crime.» (Respondent 2). In the Police Act, it is 
further stressed that the guiding principle for police work should be crime pre-
vention. Thus, it is thought that public security in Norway is best maintained 
through the prevention of crime. The leading strategies for preventive actions 
have in the last decade been «problem-oriented policing» and «knowledge-
based policing» (Politidirektoratet, 2002, 2008), where the latter is now the 
most prominent. Knowledge-based policing within the Norwegian context can 
be described as the systematic and methodical gathering of relevant informa-
tion and knowledge, which is then analyzed in order to make strategic decisi-
ons about preventive measures with the aim to increase security (Finstad, 
2000). According to Gundhus (2009), the gathered information is also percei-
ved to be of a more scientific character compared to the traditional experience-
based knowledge. Furthermore, in this strategy, it is a clear expectation that the 
police to a greater extent should search for knowledge and information outside 
the internal organization of the police (Justis- og politidepartementet, 2009). 
For the local police in Bergen, knowledge-based policing has resulted in an 
increased use of different analytical and mapping tools in order to prevent 
crime and enhance security, as Respondent 1 articulates

Clearly, the use of analysis, for instance, to really analyze what happens, 
when it happens and the like, in order to identify crimes and to implement 
measures against it has now become prominent. And these analytical tools 
were not previously available. 

Analysis of information and knowledge about what types of crime are occur-
ring, where it happens, how it happens, and which actors are involved have 
become important for the local police in Bergen regarding crime prevention. 
This suggests that the local police in Bergen want to work proactively with 
crime, which is also expressed by several of the respondents. This is also in 
line with one of the main objectives stated by POD during the last decade, that 
is, to get the local police to work more proactively and less reactively in terms 
of crime and security. Despite such an ideal, several of the respondents from 
the police in Bergen report that they still work more reactively than proacti-
vely, «We have to acknowledge that we probably are more reactive than pro-
active in much of the work we do» (Respondent 2). And, «In general, my 
officers are more on the reactive side; something happens and we get called to 
the site, and gather the threads from there» (Respondent 3). Accordingly, the 
scientific-based knowledge derived from PODs ideal seems to be overshado-
wed by the experience- knowledge: 
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I am the one who is out in the field and it is I who experience it. And should 
I then hear later on … or should the statistics tell me this and that, for 
example that it is not that bad. Offences of violence in Bergen has 
decreased for example, oh well, the statistics says that. Yet, I’m the one who 
is out there and fight every Saturday night and feel it on my body. Although 
it [violence] has decreased it is still there. (Respondent 3).

This is similar to what Gundhus (2006, 2009) found in her study: the police 
staff still ranked knowledge and information based on experience more highly 
than the scientific. And more importantly, Gundhus suggest that this can be 
explained by the police culture, that is, real police work is perceived to be ban-
dit-catching and not analyzing information.

Consequently, there seems to be a discrepancy between the expressed ideal of 
POD and the practices of the local police in terms of crime prevention. Some 
of the respondents from the police express that a part of the explanation may 
be ascribed to a lack of time and resources (Respondents 2 and 3). But 
another, and probably a more important reason, is that the police in Norway 
are bound by performance measurements which are derived from POD 
(Respondents 3 and 4). These measurements are used to assess how effec-
tively the police conduct their work, and it influences the allocation of 
resources to the local police. The police have to report on a variety of reactive 
measures, however, according to the respondents there are no measurements 
of the preventive work conducted by the police. As a consequence, the pre-
ventive actions are often given a lower priority compared to the reactive work 
of the police. This strong focus on the reactive actions may be perceived as a 
paradox: the stated objective of POD is that the police should emphasize pre-
ventive actions, yet it is the reactive work on which the police are evaluated, 
which is also derived from POD. This is in line with what Larsson (2010) 
observes, that is, the crime prevention perspective of the police has been more 
concerned with rhetoric and ideology at a management and political level than 
with the practices of the police.

The findings so far indicate that the municipality undertakes a preventive role 
concerning crime and security in Bergen. The local police in Bergen express 
that they want to work proactively with crime and security, however, they are 
constrained by a variety of factors and consequently the reactive work seems 
to be given a higher priority. Nevertheless, the municipality and the local 
police perceive themselves as actors with a particular responsibility for the 
maintenance of security and crime in Bergen. These actors are therefore per-
ceived as guarantors of the public good of security.

The private security industry – specialized in proactive policing

The introduction suggests that private actors are no longer a peripheral group 
within the security governance; they are now viewed as a key provider of secu-
rity. The private actors examined in this article belong to the private security 
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industry (Shearing & Stenning, 1981; Stenning & Shearing, 1980). But more 
importantly, although the public actors undertake a preventive role in terms of 
security governance, such an approach is not the monopoly of public actors. 
Actors belonging to the private security industry also pursue preventive 
actions in order to enhance security and to reduce crime. Therefore, it is of 
interest to compare how the public actors and the actors of the private security 
industry perceive their roles of prevention before analyzing how the private 
actors work.

In the case of security governance in Bergen both the public and private actors 
state that they attempt to work preventively in order to reduce crime and thus 
increase security. However, one can identify a clear distinction between how 
the two groups perceive the role of prevention. On the one hand, private secu-
rity companies place their emphasis on the interests of their clients, that is, on 
private interest. The public actors, on the other hand, are more focused on the 
interests of society as a whole. Hence, the public actors are seeking to maintain 
a public interest or value. This distinction between private and public interests 
has been used by Shearing and Stenning (1981, p. 209) in order to distinguish 
between public and private security actors; «private security organizations 
exist essentially to serve the interests of those who employ them, rather than 
some more or less clearly defined ‘public interest’ which purportedly lies at 
the heart of the public (police) mandate.». Derived from this distinction, one 
can more clearly identify the different views on how the actors in Bergen per-
ceived the role of prevention. Therefore, when public actors spoke about pre-
ventive measures they mainly referred to it as crime prevention. The private 
actors, however, described their role to a greater extent as loss prevention of 
client assets. Consequently, the private security companies in Bergen organ-
ized their business around clients’ or customers’ interests. Thus, these actors 
can be said to have a much narrower focus on crime and security than the pub-
lic actors, as one respondent from the private security industry argues:

What differs in the mindset of private and public actors is often that the pri-
vate actors are more focused on their own values, while the police (public) 
focus on society as a whole. So, if store A secures their business with a 
closed payment system which makes the store less interesting for a robber 
to commit a robbery, then the store reduces the amount of crime as well as 
they limit their losses. But the robber or burglar will still be able to go to 
the neighboring store and commit a burglary there if they have not secured 
their store sufficiently. This often means that the private sector’s focus is 
much narrower that the public police (actors) in regard to crime preven-
tion. (Respondent 5). 

This supports the findings above, that the public actors in Bergen perceive 
themselves as actors with a particular responsibility for the maintenance of 
public security. Accordingly, the aims of the preventive strategies of the public 
and private actors are different – the former around a general public interest 
and the latter around the client’s interest. 
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All the representatives from the private security companies stated that their 
main focus was on the client and on the client’s interests or values (Respond-
ents 5, 4 10 and 13). Hence, how the private actors preformed their services 
was in large part governed by the clients’ premises. One of the respondents 
stated that their company had spent a substantial amount of time discussing 
whether proactive or reactive strategies were the best means to maintain secu-
rity, and they concluded that the best way to ensure security was to work pro-
actively (Respondent 5). According to the same respondent, however, whether 
to use proactive or reactive strategies depended entirely upon what the client 
wanted and how the client wanted to work with security:

People normally do not buy a bandage before they are hurt, they buy it 
afterwards. And it is a bit like this with the clients too; when a client has 
had a break-in or been the victim of a crime, they normally place security 
really high on the agenda and want to work proactively with crime and 
security. But, when we as a security provider come and tell you that you 
should implement certain routines in order for your business to be secured 
against these challenges, unless there is a security person who sits on the 
other side of the table and receives this message, it is not obvious that they 
want to put security and prevention high on the agenda.

Regarding proactive strategies to reduce crime and enhance security, analytical 
and statistical measures are of great importance for the private companies. 
All interviewed representatives affiliated with the private security industry in 
Bergen stated that they actively made use of such methods in order to prevent 
criminal offences against their clients. One respondent, for instance, stated that 
their company filed a report for every event where physical force had been 
used by their employees (Respondent 6). These statistics could then be used to 
keep track of places at the client that might have challenges or problems. Fur-
thermore, measures could be implemented by the security company in places 
where it was needed. Again, the aim is directed towards the client interest. The 
statistics were not only used to keep track of places that might have challenges. 
Statistics could be used in cases where the public police wanted information 
about specific events. Respondent 6 illustrates this: 

I am getting the specific report, and then I can read what has happened in 
the specific event. Well, in a way I know all that has happened. So when 
a representative of the police (anonymized) calls me on Monday morning 
and asks what happened during the weekend in the specific event, then 
I can tell him exactly what has happened. 

Another respondent argues that they use statistical measures to determine 
whether they had worked well enough in order to prevent crime for their 
clients:

If a client uses NOK 3 million on security a year, we must dare to challenge 
both the client and ourselves when the year has passed and the money has 
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been spent. Have we spent the money properly, or could we have worked 
differently with security, which would have led to lesser crime and better 
security for the client? (Respondent 5). 

It is precisely in this regard that the use of statistical measures is perceived to 
be a good method. By keeping a record of all criminal events, Respondent 5 
states that they were able to pinpoint which part of the client’s store is most 
affected by crime, what type of products are stolen most often, and which 
actors are involved in the crime. For instance, if there is a specific product that 
is overrepresented in the crime statistics then, according to Respondent 5, one 
can move the product to a more visible place in the store, and thus prevent its 
loss. In addition, statistical measures are used to create «hot spot» analysis to 
help identify high-crime areas. According to Respondents 5 and 10, the use of 
hot spot analysis is normally related to client visits. The hot spot analyses reg-
ister areas with most call-outs from clients, that is, those areas with the most 
detected cases, and thus create a geographical map of areas that stand out as 
problem areas. The results from the analyses can then help the security com-
panies to address the best means to respond to the situation (Respondents 5, 6 
and 10). From the elaboration here, one can identify some parallels between 
the uses of statistical measures by the private actors and the police.

As highlighted above, the risk mentality is concerned with prevention of 
crimes and a central aspect of this future-oriented logic is instrumental calcu-
lations and techniques to reduce crime, danger and risk. The uses of statistical 
measures by the private security companies can be perceived as such instru-
mental calculations or techniques. Thus, the private security companies in 
Bergen can be said to have developed a specialized expertise within this pro-
active or risk-based mentality. And it seems that private security companies 
have just as good capacity for proactive work as the public police. This point 
is also highlighted by Shearing and Stenning (1981, 1983) as they argue that 
private security has some important advantages over the public police in 
terms of preventive policing. Hence, the private actors have a particular 
capacity within the proactive work in terms of crime and security. However, 
it is important to note that the aim of this specialization is tightly connected 
with the narrow focus of the client, that is, the intention of the private actors’ 
preventive actions is in large part directed by a private interest. One important 
question that arises, then, is what type of knowledge and expertise do the pri-
vate actors possess that could be important for other actors, in particular the 
public police?

In order to explore this question one can look at the perceived security context 
in Bergen, that is, what types of crimes threaten citizens’ safety? During recent 
years one concern in terms of crime has been related to narcotics offences. In 
one particular (serious) case, some girls were drugged with Rohypnol and then 
raped. The police had information indicating that the offenders could be 4 or 5 
Italians, however, they did not know their names or where to find them 
(Respondent 6). Then, the police approached the security company responsible 
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for the security guards at most of the bars and restaurants in Bergen and asked 
for help. Respondent 6 states that «I got an email from the police, where they 
asked; can your guards please look for the people in the picture, and I printed 
up 100 copies; all the guards got one. Forty-five minutes later they were 
arrested at one of the bars». This suggests that the private actors can contribute 
to the work of police in criminal offences by increasing the «eyes» on the stre-
ets, though this example is situated more within a reactive track. However, the 
point of more «eyes» on the street in order to prevent crime is highlighted by 
another respondent: 

You have 10,000 to 15,000 security guards [in Norway] who are out in the 
field every day, and the only thing that’s in their mind is to think of security. 
And then it is clear that they will notify if they observe something. So 
when the potential capacity that lies within this is not properly used or 
exploited, to multiply the number of eyes out there, I don’t understand. 
(Respondent 5). 

And according to the respondent, this something refers in large part to situa-
tions or cases where the security guards identify opportunities for criminal 
offences to occur, which then can be prevented by the right measures. But more 
importantly, these cases are not only related to the clients’ interest, but to such 
opportunities more generally, that is, crimes that may threaten the public inter-
est. Another example which can illustrate what knowledge and expertise could 
be of value for the public police is the use of hot-spot analysis by the private 
actors. As it is described above the use of such analyses is widespread to pre-
vent crime. Due to the closing of Nygårdsparken, changes within the open drug 
scenes in Bergen have been observed (Respondents 1 and 10). Consequently, 
narcotic offences have moved to other part of Bergen; further, offences for 
profit have increased within these areas (Respondents 5 and 10). According to 
Respondent 10, the hot-spot analysis by the private actors has then been used 
to identify new problem areas in Bergen and the respondent thinks these anal-
yses produce information that may be important not only for the protection of 
clients’ goods, but also for prevention in general; 

You see, we are getting very good information from these hot-spot analyses, 
and I know this has helped our customers to reduce their losses, they have 
told me that, so you can say that this has prevented crime from occurring. 
And, since the closing of Nygårdsparken has started now, we have already 
observed more offences for profit from our analyses. (…). Such information 
I think is important for others, especially the police. (Respondent 10).

These examples indicate that the private actors involved in security govern-
ance in Bergen possess a capacity that can be utilized by other actors in order 
to prevent crime, not only prevent clients’ loss. 

The emphasis in the empirical exploration has thus far been on the business of 
significant entities involved in security governance in Bergen, that is, how these 
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actors work and think about security and crime. The analysis suggests that the 
private actors possess important knowledge and experience in terms of crime 
prevention. These resources may be important for the public actors, especially 
the police. As viewed above, knowledge-based policing is the expressed ideal 
of POD regarding crime and security, and within this there also lies an expecta-
tion that the police seek knowledge and information outside the internal organ-
ization of the police. In addition, inter-agency partnership was highlighted as an 
important feature of the preventive work of the municipality of Bergen. Thus, 
cooperation and partnerships seem to be crucial for the governance of security 
in Bergen. In the next section, my focus shifts towards collaboration and estab-
lishment of partnerships between public and private actors.

Network and partnerships – the security network of Bergen

A security network is defined as a set of institutional or individual nodes 
(actors) that are directly or indirectly connected in order to authorize and/or 
provide security for internal or external actors (Dupont, 2004; Shearing & 
Wood, 2000). Dupont (2004) presents four ideal types of security network, and 
one can classify the identified network in Bergen as a «local security network». 
This local security network comprises 32 actors who work directly or indi-
rectly with local security and criminal challenges in the municipality of 
Bergen. These 32 actors belong to seven different sectors: public police, public 
(other public activities), private security, in-house security, voluntary, hybrid, 
and professional associations. Most often, local networks function as informa-
tion exchanges concerning local crime and security issues, and emphasis is 
placed on the resources that can be mobilized to solve them (Dupont, 2004). 
Hence, local knowledge is of great importance. One important strategy for 
increasing the amount and quality of available resources for nodes is to enter 
into partnerships. It is the development and maintenance of these partnerships 
that represent the «bones» of the network. Thus, partnerships are conceived as 
(1) physical interactions between actors on issues concerning security; (2) the 
transfer of material and non-material resources for security purposes, such as 
information exchange and the pooling of CCTV and communication equip-
ment; and (3) formal security roles dictated through the power and authority.

Figure 1 represents the patterns of partnerships of the local security network in 
Bergen.3 The actors reported a total of 304 active partnerships, and each line 
in the figure represents a partnership that was active over the previous twelve 
months. When exploring the visualization of the network (Figure 1), one can 
see that it is a dense network and that three of the actors within the public 
police sector possess a central position in the network – these actors have many 
outgoing and incoming partnerships. 

3. The 7 sectors in the network are differentiated by symbols. Public police and public 
sector = square; private security and in-house security = up-triangle; professional asso-
ciation = down-triangle; hybrid = diamond; voluntary = circle. 
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Figure 1: The local security network in Bergen (spring embedding).

One challenge in examining the visualization of a network is that the larger and 
more complex the network is, the harder it is to conduct a good analysis 
(Grønmo, 2004). Due to the large number of actors and partnerships the network 
in Bergen is considered to be complex. One strategy to overcome this challenge 
is to make use of statistical measures derived from social network analysis. 
These measures can be used regardless of the size and complexity of the network 
(Breiger, 2004; López & Scott, 2000; Wasserman & Faust, 1994). In network 
analysis one can place emphasis at different levels of analysis; the network as a 
whole (macro-level) or at the individual actors (micro-level). Measure of den-
sity, average geodesic distance and centralization belong to the macro level, 
while the concept of centrality is a property of a node’s position in a network.

The security network in Bergen has an average density of 30.6 %, which means 
that 30.6% of all possible partnerships between the actors are considered to be 
active. To determine what could be considered as high or low density one 
needs to look at what type of actors are included and the number of actors. The 
density of the security network in Bergen is considered to be quite high due to 
the number of actors (32) and their heterogeneity, both in terms of their tasks 
and size. The density described here is the average density of the network as a 
whole, however, it is also possible to explore how the density is distributed 
between and within the different sectors (Borgatti, Everett, & Johnson, 2013). 
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Above, inter-agency partnership was highlighted as an important feature of the 
preventive work of the municipality of Bergen. Inter-agency partnerships are 
defined as collaborative ties between public actors (density between the public 
police and the public sector). The analysis shows that the density between 
these sectors is 83%, suggesting that 83% of all possible partnerships between 
the actors within these two sectors are active. This density is perceived to be 
very high, indicating that there exists close links between the public actors. 
When examining the density of the network it is also of interest to analyze the 
connectivity and distance between nodes, more precisely through the average 
geodesic distance.4 The analysis shows that the average geodesic distance in 
the network is 1.8, which is considered a low figure. This implies that nodes 
may come in contact with all the other nodes of the network through just under 
two intermediaries. In such a dense network, where actors have many alterna-
tives to reach the same nodes, the potential for information and resource 
exchange is high, and the information travels fast through the boundaries of the 
network. This may help explaining why actors want to belong to a network.

Another important dimension of the network analysis is centrality. The central-
ity measure is tightly coupled with the concept of power and how power is dis-
tributed within the boundaries of the network (Borgatti, 2005; Borgatti et al., 
2013; Freeman, 1979). According to Dupont (2006a, p. 175) the more central 
a node’s position in the network is, the more opportunities it will have, the 
fewer constraints it will experience, and the more influence it will derive from 
its position in the network. Nodes with a central position will therefore have a 
greater potential of influencing the course of events. A range of centrality con-
cepts have been put forth in the literature of network analysis. However, in this 
study two different centrality concepts is used; degree centrality and between-
ness centrality.

The network data used in this article is directed, thus an outdegree and indegree 
of degree centrality is defined.5 The analysis of degree centrality in the network 
shows that the two actors with the highest outdegree come from the public 
police sector; one of them has 26 out of 31 possible active outgoing partner-
ships. The same actor has an indegree centrality of 29. Out of the top five actors 
with the highest outdegree, three of them are found in the public police sector. 
Examining the same figures of indegree one find that two of the top five are 
from the public police sector. Thus, the most central authorities within the net-
work are the public police sector. To further investigate this assumption one can 
look at the percentage of ties maintained to the public police sector. In the net-
work, 52% of all the actors state that they maintain a partnership with actors 
belonging to the public police sector. By way of comparison, the average per-
centage for the non-police actors in the network was 27%. 

4. In graph theory geodesic distance refers to the shortest distance or path between two 
nodes in a network (Borgatti et al., 2013). The average geodesic distance, however, is 
applied for the network as a whole. 

5. Outdegree refers to the numbers of outgoing ties whereas indegree refers to the number 
of incoming ties (Borgatti et al., 2013).
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The analysis of degree centrality is valuable in that it pinpoint the most con-
nected actors, but it does not capture the fact that some actors may be key inter-
mediaries linking other nodes (Brewer, 2014, p. see also; Granovetter, 1973). 
In order to measure strategically placed actors within the network, between-
ness centrality is more useful. The analysis of betweenness centrality shows 
that the most strategically placed actor is one from the public police sector, 
with a score of 30.39. The score is remarkably higher than the next one, which 
is a private security company with a score of 9.34. This statistic indicates that 
the public police actor possesses an important brokerage function within the 
boundaries of the network, and it is critical to the overall effectiveness of the 
network. 

Centralization is a measurement at the macro-level, but it is tightly coupled 
with the centrality concept. A network with a high centralization index implies 
that the network is dominated by one or a few nodes (Wasserman & Faust, 
1994). Hence, these nodes have a greater potential of controlling the flow of 
information or resources compared to others. Centralization is of interest 
because the analysis of centrality above indicated that the public police sector 
possesses a central position in the network. Since the data is directed, the cen-
tralization index is also divided into an out- and an in-centralization index. The 
analysis shows that the security network has an out-index of 56.8% and an in-
index of 67%. These figures are perceived to be high, suggesting that the net-
work in Bergen is dominated by one or a few nodes. Due to the fact that cen-
tralization and centrality measures are related – and that the public police have 
the highest centrality scores – it is interesting to explore the centralization 
index when the public police sector is removed from the analysis. Now, the 
analysis shows an out-centralization index in the network of 26% and an in-
centralization of 29.8%. This is a substantial reduction, confirming that the 
network in Bergen is dominated by one particular group of actors – the public 
police sector.

The analysis of the local security network – both at macro- and micro-level – 
indicates that the public police possess a central position in the network in Ber-
gen. The police maintain a substantial amount of outgoing partnerships as well 
as having many incoming partnerships. This suggests, to borrow Dupont’s 
(2006a) words, that the public police are both «in search» and «in demand» of 
partnerships. A central question, then, is what can explain the central position 
of the public police in the network? In terms of outgoing partnerships, one can 
identify two possible explanations. First, in the questionnaire, respondents had 
the opportunity to come with their own reflections on three questions. It is rele-
vant to highlight the views of the respondents in terms of what role the police 
should have in collaborative networks. The general perception by the respon-
dents was that the police should have an initiating role in terms of partnerships. 
Second, POD stresses that the local police in Norway should seek to form part-
nerships with other actors regarding crime prevention. In sum, these aspects 
indicate that the public police should have many outgoing partnerships – they 
are in search. With respect of the amount of incoming partnerships the public 
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police are controlling two essential resources; first, the police possess a mono-
poly on the legitimate use of force; this is expressed in the Police Act 6. And 
second, the police control the access to crime-related information through a 
variety of records, such as the criminal-intelligence register, electronic-crimi-
nal records, and the personal-identity register. If other actors want/need to use 
force (excluding the principles of necessity and self-defense) or need crime-
related information they must come into contact with the public police, and 
thus create a partnership with the police – hence the police is in demand.

Furthermore, the network analysis shows that partnerships seem to be an inte-
gral part of the preventive work in Bergen. This resembles what Gundhus, 
Egge, Strype, and Myrher (2008) found in their evaluation of SLT, that is, col-
laboration via SLT was important for the overall work with crime prevention 
in Norway. The evaluation showed that there exist close collaborative ties 
between the police, municipality and other public actors – suggesting that pub-
lic participation is a key aspect in preventive actions. This is also in line with 
the findings presented above. However, the analysis of Gundhus et al. (2008) 
highlights another element regarding the cooperation, that is, private participa-
tion within SLT seems to be lacking. Aspects of public-private cooperation in 
Bergen will be further explored below.

Through the exploration and discussion of the security network it is illustrated 
that the public police sector possesses a central position and function in the net-
work, and thus has a greater potential to influence security governance than 
other actors. While the statistical network analysis is valuable in identifying 
the potential of influence, it does not necessarily capture whether the potential 
is successfully exploited by the actor(s). Consequently, one needs to explore 
whether the potential that the public police possess is fully utilized in Bergen.

Cooperative relations in the governance of Security in Bergen

A good point of departure is to look back at the network analysis. An analysis 
of the degree of formalization of the partnerships was conducted. Of the 304 
active partnerships 48% of these were perceived to be of an informal character, 
while the proportion of formal partnerships was 32% (20% were of both a for-
mal and informal character). These figures suggest that a large part of the part-
nerships in the network are informal. Since the private security companies 
seem to possess knowledge and expertise that may be of value for the public 
police, it is of interest to assess the degree of formalization for these actors. 
The analysis shows that 88% of the partnerships between the police and the 
private security companies were of an informal character – suggesting that 
there exists little formalized collaboration between these actors in Bergen. This 
point is also supported through interviews with representatives from both the 
police and the private actors. Regarding crime and security in Bergen, a for-
malized police board (politirådet) has been established. Here, top management 
from the police and the municipality meet on a regular basis to discuss and 
coordinate their work on crime and security. The board was established back 
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in 2010. But since the inception, membership and participation has been lim-
ited to actors belonging to the public sector, even though it is stated in public 
documents and from representatives of the board that the police board is open 
for other actors as well (both private and voluntary) (Respondent 1). When rep-
resentatives from the police and the municipality were asked about the oppor-
tunity for private security companies to participate, one representatives stated 
that this had never been a topic for the police board, and the same respondent 
further stated that he had never thought of this possibility at all (Respondent 
7). And according to Respondent 1, the board is not the right arena for the 
participation of private companies. The police board in Bergen is thus limited 
to actors belonging to the public sector, as an area of inter-agency partnerships. 
This differs from policing boards or forums found in other countries. In 
Canada, for instance, private participation is embraced (Law Commission of 
Canada, 2006).

Through interviews with several of the representatives from the private secu-
rity companies, it is stated that they want to participate in formal and strategic 
discussions and collaborations with the police and the municipality in relation 
to crime and security in Bergen, and the police board was highlighted as one 
possible arena (Respondents 5, 10 and 13). This can be illustrated by Respond-
ent 5 who argues:

I think the concept [police board] is really good. (…) But there are more 
actors than just the public who work with and govern security. Hence, it 
should be possible for those actors as well to participate in the board, so 
that one can work together with the security. 

And Respondent 5 further questions the present solution with the police board: 

I at least question whether or not we have maintained security well enough 
with the current solution with the police board, or if there are changes that 
can be made in order to work better with them and maintain security in a 
better way.

From this one can draw the conclusion that there exists a weak or little formal-
ized collaboration between the public actors (police and municipality) and the 
private security companies. As a consequence, both the public and private 
actors may miss out on important local knowledge that can have implications 
for how security is best maintained in Bergen. 

On the other hand, as shown above, there exists a substantial amount of infor-
mal collaboration between the two sectors. These informal relationships are 
described as good by representatives from the public sector and the private 
industry. However, they are only concerned with exchange of case-specific 
information at an operational level, and not exchange of strategic information 
and discussion of the security situation at an overall level. Though the informal 
relationships are considered good, representatives from the private security 
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argue that there is little reciprocity regarding the exchange between the private 
actors and the police, as well as the municipality (Respondents 5, 6 and 10). 
This indicates an asymmetry in the relationship between private and public 
actors – the direction of the exchange goes mainly from private actors to 
police, and not vice versa. This asymmetry, according to the respondents, 
causes constraints regarding their work with crime and security; «The more 
information we have, it would lead to a wider, what shall I say, information 
center. So, the more we know about what we should pay attention to and focus 
on, would be very helpful for us.» (Respondent 10). Consequently, the private 
security companies want a greater reciprocity in the informal information 
exchange (Respondents 5, 6, 10 and 13). The asymmetry described here illus-
trates an important point; the collaboration between the police and the private 
actors does not take place within a framework of equality. Thus, the public 
police do not view the private security companies as equal partners. And at the 
same time, all of the respondents from the private security state that they want 
to move the informal collaboration with the police to a higher, more formalized 
level. 

Turning to the inter-agency partnerships, the police and the municipality are 
cooperating and sharing information and knowledge on many occasions. One 
important arena for these inter-agency partnerships is the already mentioned 
police board. However, inter-agency partnerships also take place in other are-
nas. For instance, the police and the municipality have established a coordina-
tion group which is expected to work with the challenges concerning the open 
drug scenes in Bergen, and in particular with the closing of Nygårdsparken. 
SLT is a second arena where inter-agency collaboration exists. These different 
partnerships are also consistent with the knowledge-based policing that guides 
the work of the public police in Bergen. Thus, the police do in fact search for 
knowledge outside the internal organization of the police, but this search is in 
large part limited to other public agencies. Which means that actors involved 
in the security governance in Bergen may miss out on important knowledge 
and expertise. 

The relationship between private actors and the police in Bergen seems to con-
sist of a paradoxical element. On the one hand, several of the representatives 
from the police (Respondents 1, 3 and 4) express that they are dependent on a 
range of actors – including the private security companies – in order to work 
effectively with crime and security. There is also a broad political consensus 
about the fact that the police are unable to solve all security problems alone, 
hence the police are expected to collaborate with other relevant actors:

The police shall in cooperation with other public and private actors con-
tribute to enhanced safety in society. Citizens’ safety will be increased 
through reduced crime, increased availability and information. The police 
with their many important and demanding tasks need to clarify the roles 
with their cooperating actors. (Justis- og politidepartementet, 2005, p. 6). 
It is necessary to recognize that the police have neither the resources nor 
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the expertise to work on all levels, and should therefore cooperate with 
other agencies to solve the assigned tasks. (Politidirektoratet, 2005, p. 11). 

On the other hand, as the discussion illustrates, there exists little formalized 
collaboration between the private security companies and the public police, 
even though the police express that the private sector is important in the work 
of security. At the same time, it appears that the police do not acknowledge the 
role the private security companies possess. One respondent affiliated to the 
private sector captured this point nicely:

Once there was a traffic accident down at «Bryggen», we were down there 
doing another job and we were asked by the police if we could help to stop 
the traffic. A very simple task, anyone could do it. Some of our employees 
took on the task of stopping the traffic there. The immediate reaction to it 
was, first of all, some cars tried to get past, create some traffic congestion. 
Secondly, the accident was featured in the newspaper, and here it was 
claimed that some security guards were stopping the traffic down at 
«Bryggen», but without the fact that the police had asked us to do it. I’ve 
got it on record that the police asked us to help them, but the police did not 
express this at all when it became an issue in the media. And yes, this had 
negative consequences for us, «Security guards stood there stopping the 
traffic and thought they were the police»; Hello, that’s not what happened! 
(Respondent 6).

This example captures the paradoxical element of the relationship between the 
police and the private security companies in Bergen. The police are dependent 
on private actors – which they also express themselves – in order to work effec-
tively with security. However, the public police do not necessarily want to 
express this, nor to formalize the cooperation with the private sector to a 
greater extent, e.g. by including them in the police board. Looking at the 
private security companies, the respondents state that they want to contribute 
to a greater extent – especially in terms of formalizing the collaboration and 
increasing the opportunities for strategic discussions of the overall security 
situation in Bergen. The respondents from the private security industry also 
express that they possess a great amount of knowledge and expertise that could 
be used to work better with security governance in Bergen. The private sector 
can therefore be perceived as an important resource that can be utilized, but the 
public police do not show any particular interest in adopting and acknowledg-
ing these resources or formalizing the collaboration. The discussion above also 
illustrates that the little (informal) collaboration which in fact does exist 
between the public police and private actors does not contain the important ele-
ment of equality. The public police only mobilize the private security compa-
nies as a channel of information for their own benefit. In sum, it seems that the 
public police do not fully exploit the potential they have gained through the 
central position in the security network, indicating that there is an unfulfilled 
potential in the security governance in Bergen. 
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CONCLUSION – THE UNFULFILLED POTENTIAL OF SECURITY 
GOVERNANCE IN THE CITY OF BERGEN

The question which has been addressed in this article and has guided the 
empirical analysis is; what characterizes security governance in a Norwegian 
context? In order to explore this I have undertaken a descriptive account and 
I have analyzed the local security governance in the city of Bergen. To sum-
marize the findings from the empirical analysis; first, the security governance 
in Bergen consists of several actors, which is consistent with the pluralization. 
Each of the actors analyzed does possess important resources and expertise 
which can be mobilized in order to work effectively with crime and security. 
The two actors examined first, the municipality of Bergen and the local police, 
perceive themselves as guarantors of the public security, and both have a stated 
objective to work proactively with security and crime. The analysis, however, 
indicates that the public police are still situated in a reactive track concerning 
their work with crime. This seems in large part to be connected with the per-
formance measurements that the police have to report on, which do not focus 
on preventive measures. Therefore, the crime prevention perspective is more 
concerned with rhetoric than with the practices of everyday police work. The 
private security companies are also viewed as central actors in the security 
governance in Bergen. The analysis showed that these actors have specialized 
themselves within the preventive mentality and it is suggested that they may 
be as good or even better that the public police at preventive and future focused 
measures regarding crime and security. In terms of prevention, however, an 
important difference has been identified in how these actors (public and pri-
vate) perceive the role of prevention. The public actors are more concerned 
with a public interest, while the private actors have located themselves in the 
prevention of a private interest. One important question in this regard has been 
concerned with what sort of knowledge and expertise the private actors pos-
sess, which could be important for other actors. Here, the analysis suggests that 
the private actors could increase the «eyes» on the street, but also the use of 
statistical measures may contribute with important knowledge. Second, the 
security governance in Bergen is characterized by partnerships and collabora-
tion. This has been explored through the network analysis, and it is suggested 
that the public police sector possess a very central position within the bound-
aries of the network. Such a position gives the public police a greater potential 
than others to influence security governance in Bergen. This potential has also 
been explored, and the analysis indicates that there is an unfulfilled potential 
in terms of collaboration in the security network, especially between the public 
police and the private actors. One important question that arises from this find-
ing is how can one explain the unfulfilled potential in the security governance 
in Bergen? I will end this article by exploring this question further, and in order 
to seek an explanation, I will return to the theoretical framework of nodal gov-
ernance and state anchored pluralism introduced earlier. When the unfulfilled 
potential is not fully utilized by the actors, is it caused by a lack of conditions 
for the nodal governance approach or the approach of state-anchored plural-
ism, or both?
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Two of the most important conditions derived from state-anchored pluralism 
are, first, that the public police must possess a central position within security 
governance, and second, the public police must be oriented towards the main-
tenance of a public interest or value. The empirical findings presented in this 
article have shown that the public police (as well as the municipality) in Ber-
gen view themselves as the main guarantor of public security and that they 
have oriented their work towards the maintenance of the public interests. 
Through the empirical analysis, it is also shown that the police possess a cen-
tral position in the production and delivery of security. Consequently, it can be 
argued that the security governance is anchored within the public police in 
Bergen. Thus, the two conditions derived from the framework of state-
anchored pluralism are fulfilled, and these conditions are, as such, perceived 
to be beneficial for the maintenance of security governance in Bergen. 

Now we turn to the conditions of nodal governance. Within this approach 
emphasis is placed at the nodal character of the security governance, that is, 
the most important condition derived from this theoretical position is the 
acceptance of pluralism. Dupont, Grabosky and Shearing (2003) seek to iden-
tify means of strengthening social control and conflict resolution in weak and 
failing states. There are clearly differences between the context Dupont et al. 
examine and the Norwegian situation this article address. However, the idea 
presented by Dupont et al. (2003) is of importance for the assessment of this 
condition. One of the main arguments put forth is that the legitimacy and effi-
ciency of a security system can be enhanced if one is capable of combining the 
qualities and capacities of different actors. This line of argument can also be 
found in the writing of Ayling et al. (2009). However, in order to be able to 
mobilize resources of other actors, the actors must first recognize and accept 
the pluralism in security governance. 

In Norway, it is taken for granted that the police are and should be the central 
institution which maintains security (Larsson & Gundhus, 2007), this is also in 
line with the framework of state-anchored pluralism elaborated above. How-
ever, one important consequence of this close connection between the police 
and the governance of security may be that it can be difficult to imagine that 
other actors than the police can be involved in the work of security and crime. 
As this article illustrates, however, both state and non-state actors are in fact 
involved in the security governance in Bergen – the governance is pluralized. 
Through the empirical assessment above it is illustrated that the public police 
in Bergen do not view the private security companies as equal partners, and the 
police do not seek to establish collaborations where equality is deemed as a 
crucial value. Furthermore, it seems that the public police have problems with 
acknowledging the nodal or plural character of the security governance. This, 
in turn, indicates that the police in Bergen still possess a strong state-centered 
mentality regarding the security governance. As a result, the police view them-
selves as the only possible actor which can and should maintain the security 
and safety in Bergen. Such a view is thus related to the monopolization of the 
field of policing by the police. The explanation of this perception is partly 
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related to formalities – such as laws and regulations – but the most important 
part of the explanation seems to be linked to the above mentioned police men-
tality. To create equal collaborations with private security companies in terms 
of security seems to be difficult for the public police to accept or admit. The 
nodal or plural character of the security system in Bergen is not acknowledged 
by the public police. Thus, the state-centric mentality of the police seems to 
hinder a more efficient and legitimate organization of the security governance. 
In sum, the challenges with security governance in Bergen – and this serves as 
the reason for why there exists an unfulfilled potential – are in large part related 
to the lack of conditions of the nodal approach.

REFERE NCES
Aas, G., Strype, J., Bjørgo, T., & Runhovde, S. (2010). Trygghet i det offentlige rom: I åtte 

norske kommuner og bydeler (PHS Forskning, 2010:7). Oslo: Politihøgskolen.
Ayling, J., Shearing, C., & Grabosky, P. N. (2009). Lengthening the arm of the law: 

Enchancing police resources in the twenty-first century. New York: Cambridge 
University Press.

Baker, B. L. (2010). Security in post-conflict Africa: The role of nonstate policing. Boca 
Raton, FL.: CRC Press.

Bayley, D. H., & Shearing, C. D. (1996). The future of policing. Law & Society Review, 
30(3), 585–606. doi:10.2307/3054129

Bayley, D. H., & Shearing, C. D. (2001). The new structure of policing: Description, 
conceptualization and research agenda. Washington, DC: U.S. Dept. of Justice, Office 
of Justice Programs, National Institute of Justice.

Bergen kommune. (2012). Oppfølging av handlingsplan mot åpne russcener. Bergen: 
Bergen kommune.

Borgatti, S. P. (2005). Centrality and network flow. Social Networks, 27(1), 55–71. 
doi:http://dx.doi.org/10.1016/j.socnet.2004.11.008

Borgatti, S. P., Everett, M. G., & Johnson, J. C. (2013). Analyzing social networks. 
Thousand Oaks, CA.: Sage.

Breiger, R. (2004). The analysis of social networks. In M. Hardy & A. Bryman (Eds.), 
Handbook of data analysis. London: Sage.

Brewer, R. (2014). Policing the waterfront: Networks, partnerships and the governance of 
port security. Oxford: Oxford University Press.

Burris, S. (2004). Governance, microgovernance and health. Temple Law Review, 77, 335–362. 
Burris, S., Drahos, P., & Shearing, C. (2005). Nodal governance. Australian Journal of 

Legal Philosophy, 30, 30–58. 
Burris, S., Kempa, M., & Shearing, C. (2008). Changes in governance: A cross-disciplinary 

review of current scholarship. Akron Law Review, 41. 
Castells, M. (1998). The information age: Economy, society and culture, vol. III: End of 

millennium. Oxford: Blackwell.
Clarke, R. V., & Mayhew, P. (Eds.). (1980). Designing out crime. London: HMSO.
Crawford, A., Lister, S., Blackburn, S., & Burnett, J. (2005). Plural policing: The mixed 

economy of visible patrols in England and Wales. Bristol UK: The Policy Press.
Dupont, B. (2004). Security in the age of networks. Policing and Society, 14(1), 76–91. 

doi:10.1080/1043946042000181575
Dupont, B. (2006a). Delivering security through networks: Surveying the relational 

landscape of security managers in an urban setting. Crime, Law and Social Change, 
45(3), 165–184. doi:10.1007/s10611-006-9033-5



SECURITY GOVERNANCE  |  MARTIN NØKLEBERG80

This article is downloaded from www.idunn.no. © 2015 Author(s). This is an Open Access 
article distributed under the terms of the Creative Commons CC-BY-NC 4.0 License 
(http://creativecommons.org/licenses/by-nc/4.0/), allowing third parties to copy and 
redistribute the material in any medium or format and to remix, transform, and build upon 
the material for non-commercial use, provided the original author and source are credited.

Dupont, B. (2006b). Power struggles in the field of security: Implications for democratic 
transformation. In J. Wood & B. Dupont (Eds.), Democracy, society and the 
governance of security (pp. 86–110). Cambridge Cambridge University Press.

Dupont, B., Grabosky, P., & Shearing, C. (2003). The governance of security in weak and 
failing states. Criminal Justice, 3(4), 331–349. doi:10.1177/146680250334001

Dupont, B., & Wood, J. (2006). Conclusion: The future of democracy. In J. Wood & B. 
Dupont (Eds.), Democracy, society and the governance of security. Cambridge: 
Cambridge University Press.

Dupont, B., & Wood, J. (2007). Urban security, from nodes to networks: On the value of 
connecting disciplines. Canadian Journal of Law and Society, 22(2). doi.org/10.1017/
s0829320100009376 

Egge, M., Berg, M., & Johansen, N. B. (2010). En god dag på jobben: Evaluering av 
prosjektet «Trygghet og tillit» (PHS Forskning, 2010:5). Oslo: Politihøgskolen.

Finstad, L. (2000). Politiblikket. Oslo: Pax.
Fleming, J., & Rhodes, R. A. W. (2005). Bureaucracy, contracts and networks: The unholy 

trinity and the police. Australian and New Zealand Journal of Criminology, 38(2), 
192–205. doi:10.1375/000486505774310244

Foucault, M. (1990). The history of sexuality, Volume 1: An introduction. New York: 
Vintage Books.

Freeman, L. C. (1979). Centrality in social networks conceptual clarification. Social 
Networks, 1(3), 215–239. doi:http://dx.doi.org/10.1016/0378-8733(78)90021-7

Froestad, J. (2013). Security governance, policing, and local capacity. Boca Raton, 
FL: Taylor & Francis.

Granovetter, M. (1973). The strength of weak ties. The American Journal of Sociology, 
78(6), 1360–1380. 

Graycar, A., & Sidebottom, A. (2012). Corruption and control: A corruption reduction approach. 
Journal of Financial Crime, 19(4), 384–399. doi:10.1108/13590791211266377

Grønmo, S. (2004). Samfunnsvitenskapelige metoder. Bergen: Fagbokforlaget.
Gundhus, H. I. (2006). «For sikkerhets skyld»: IKT, yrkeskulturer og kunnskapsarbeid 

i politiet. Oslo: Det juridiske fakultet, Universitetet i Oslo.
Gundhus, H. I. (2009). For sikkerhets skyld : IKT, yrkeskulturer og kunnskapsarbeid 

i politiet. [Oslo]: Unipub.
Gundhus, H. I., Egge, M., Strype, J., & Myhrer, T.-G. (2008). Modell for forebygging av 

kriminalitet?: Evaluering av Samordning av Lokale kriminalitetsforebyggende Tiltak 
(SLT). Oslo: Politihøgskolen.

Johnston, L. (2006). Transnational security governance. In B. Dupont & J. Wood (Eds.), 
Democracy, society and the governance of security (pp. 33–51). Cambridge 
Cambridge University Press.

Johnston, L., & Shearing, C. (2003). Governing security: Explorations in policing and 
justice. New York: Routledge.

Jones, T., & Newburn, T. (1998). Private security and public policing. Oxford: Clarendon 
Press.

Justis- og politidepartementet. (2005). Politiets rolle og oppgaver. (St.meld. nr. 42. [2004–
2005]). Oslo: Departementenes servicesenter.

Justis- og politidepartementet. (2009). Et ansvarlig politi: Åpenhet, kontroll og læring. 
Oslo: Departementenes servicesenter.

Kersbergen, K. V., & Waarden, F. V. (2004). «Governance» as a bridge between 
disciplines: Cross-disciplinary inspiration regarding shifts in governance and problems 
of governability, accountability and legitimacy. European Journal of Political 
Research, 43(2), 143–171. doi:10.1111/j.1475-6765.2004.00149.x

Larsson, P. (2010). Ideology as a cover up: Community policing in Norway. Journal of 
Police Studies, 3(16), 233–241. 



81© UNIVERSITETSFORLAGET | NORDISK POLITIFORSKNING | VOLUME 3 | 1-2016

This article is downloaded from www.idunn.no. © 2015 Author(s). This is an Open Access 
article distributed under the terms of the Creative Commons CC-BY-NC 4.0 License 
(http://creativecommons.org/licenses/by-nc/4.0/), allowing third parties to copy and 
redistribute the material in any medium or format and to remix, transform, and build upon 
the material for non-commercial use, provided the original author and source are credited.

Larsson, P., & Gundhus, H. I. (2007). Policing i et norsk perspektiv. In H. I. Gundhus, 
P. Larsson, & T.-G. Myhrer (Eds.), Polisiær virksomhet: Hva er det – hvem gjør det?: 
Forskningskonferansen 2007 (PHS Forskning, 2007:7, pp. 11–30). Oslo: 
Politihøgskolen.

Law Commission of Canada. (2006). In search of security: The future of policing in 
Canada. Ottawa: Law Commission of Canada.

Lie, E. M. (2011). I forkant: Kriminalitetsforebyggende politiarbeid. Oslo: Gyldendal 
akademisk.

Loader, I. (2000). Plural policing and democratic governance. Social & Legal Studies, 9(3), 
323–345. doi:10.1177/096466390000900301

Loader, I., & Walker, N. (2001). Policing as a public good: Reconstituting the connections 
between policing and the state. Theoretical Criminology, 5(1), 9–35. doi:10.1177/
1362480601005001002

Loader, I., & Walker, N. (2006). Necessary virtues: The legitimate place of the state in the 
production of security. In J. Wood & B. Dupont (Eds.), Democracy, society and the 
governance of security (pp. 165–195). Cambridge: Cambridge University Press.

Loader, I., & Walker, N. (2007). Civilizing security. Cambridge: Cambridge University Press.
Lomell, H. M. (2007). Videoovervåking: Ulike logikker mellom private og politiet. In H. I. 

Gundhus, P. Larsson, & T.-G. Myhrer (Eds.), Polisiær virksomhet: Hva er det –hvem 
gjør det?: Forskningskonferansen 2007 (PHS Forskning, 2007:7, pp. 61–83). Oslo: 
Politihøgskolen.

López, J., & Scott, J. (2000). Social structure. Buckingham: Open University Press.
Marks, M., & Goldsmith, A. (2006). The state, the people and democratic policing: The case 

of South Africa. In B. Dupont & J. Wood (Eds.), Democracy, society and the 
governance of security. Cambridge: Cambridge University Press.

McGinnis, M. (1999). Polycentric governance and development: Readings from the 
Workshop in Political Theory and Policy Analysis. Ann Arbor, MI.: University of 
Michigan Press.

Myhrer, T.-G. (2011). Sentervekternes polisiære fullmakter: Grunnlag og grense. Nordisk 
tidsskrift for kriminalvidenskab, 98(2), 97–160. 

Police Act. (1995). Act of 4. August 1995 No. 53 (Lov om politiet).
Politidirektoratet. (2002). Strategiplan for forebyggende politiarbeid 2002–2005. Oslo: 

Politidirektoratet.
Politidirektoratet. (2005). Politiet i lokalsamfunnet: Veileder om politiets kommunikasjon 

og samhandling med kommuner og andre aktører på lokalt og regionalt nivå (POD 
publikasjon, 12/2005). Oslo: Politiet, Politidirektoratet.

Politidirektoratet. (2008). Politiet mot 2020: Bemannings- og kompetansebehov i politiet. 
Oslo: Politidirektoratet.

Rhodes, R. A. W. (1997). Understanding governance: Policy networks, governance, 
reflexivity, and accountability. Maidenhead: Open University Press.

Shearing, C. (2001). Punishment and the changing face of the governance. Punishment & 
Society, 3(2), 203–220. doi:10.1177/1462474501003002001

Shearing, C. (2006). Reflections on the refusal to acknowledge private governments. 
In J. Wood & B. Dupont (Eds.), Democracy, society and the governance of security. 
Cambridge: Cambridge University Press.

Shearing, C. (2008). The past, present and future in policing. In R. Granér & P. Larsson 
(Eds.), Policing in Scandinavia: Proceedings from the Conference on Police Research 
in Växjö, August 2007 (pp. 15–30). Växjö: Växjö universitet.

Shearing, C., & Johnston, L. (2005). Justice in the risk society. Australian & New Zealand 
Journal of Criminology, 38(1), 25–38. doi:10.1375/acri.38.1.25

Shearing, C., & Marks, M. (2011). Being a new police in the liquid 21st century. Policing, 
5(3), 210–218. doi:10.1093/police/par035



SECURITY GOVERNANCE  |  MARTIN NØKLEBERG82

This article is downloaded from www.idunn.no. © 2015 Author(s). This is an Open Access 
article distributed under the terms of the Creative Commons CC-BY-NC 4.0 License 
(http://creativecommons.org/licenses/by-nc/4.0/), allowing third parties to copy and 
redistribute the material in any medium or format and to remix, transform, and build upon 
the material for non-commercial use, provided the original author and source are credited.

Shearing, C., & Stenning, P. (1981). Modern private security: Its growth and implications. 
Crime and Justice, 3, 193–245. doi:10.2307/1147380

Shearing, C., & Stenning, P. (1983). Private security: Implications for social control. Social 
Problems, 30(5), 493–506. doi:10.2307/800267

Shearing, C., & Wood, J. (2000). Reflections on the governance of security: A normative 
enquiry. Police Practice, 1(4), 457–476. 

Shearing, C., & Wood, J. (2003). Nodal governance, democracy, and the new «denizens». 
Journal of Law and Society, 30(3), 400–419. doi:10.2307/1410537

Stenning, P. C., & Shearing, C. D. (1980). The quiet revolution: The nature, development 
and general legal implications of private security in Canada. Criminal Law Quarterly, 
22, 220–248. 

van Steden, R., Wood, J., Shearing, C., & Boutellier, H. (2013). The many faces of nodal 
policing: Team play and improvisation in Dutch community safety. Security Journal. 
doi:10.1057/sj.2013.30 

Wakefield, A. (2003). Selling security: The private policing of public space. Cullompton: 
Willan.

Wasserman, S., & Faust, K. (1994). Social network analysis: Methods and applications. 
Cambridge: Cambridge University Press.

Weber, M., Gerth, H. H., & Mills, C. W. (1946). From Max Weber: Essays in sociology. 
New York: Oxford University Press.

Wood, J., & Dupont, B. (2006a). Introduction: Understanding the governance of security. 
In J. Wood & B. Dupont (Eds.), Democracy, Society and the Governance of Security. 
Cambridge: Cambridge University Press.

Wood, J., & Dupont, B. (Eds.). (2006b). Democracy, society and the governance of security. 
Cambridge: Cambridge University Press.

Wood, J., & Font, E. (2004). Is «community policing» a desirable export?: On crafting a 
global constabulary ethic. Paper presented at the Constabulary Ethics and the Spirit of 
Transnational Policing, Oñati, Spain. 

Wood, J., & Shearing, C. (2007). Imagining security. Portland: Willan.
Zedner, L. (2003). The concept of security: An agenda for comparative analysis. Legal 

Studies, 23(1), 153–175. doi:10.1111/j.1748-121X.2003.tb00209.x
Zedner, L. (2009). Security. London: Routledge.


